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In compliance with DepEd Order (D.0O) No. 8, s. 2013
this advisory is issued not for endorsement per D.O No. 28, s. 2001,
but only for the information of DepEd Officials,
personnel/staff, as well as the concerned public.

(Visit )

INVITATION TO ATTEND ONLINE TRAINING FOR BREACH RESPONSE AND
CYBER SECURITY

The Yisrael Solutions and Training Center, Inc. is offering a online workshop
for the Breach Response and Cyber Security on November 13-15, 2024 and
December 18-20, 2024,

Personnel who have access to private data and information of persons of the
School’s Division Offices and public and private elementary and secondary
schools are invited to participate on a voluntary basis.

Participation of public and private schools shall be subject to the no-
disruption-of-classes policy stipulated in DepEd Order No. 9, s. 2005 entitled
Instituting Measures (o Increase Engaged Time-on-Task and Ensuring
Compliance Therewith, .

Attached is a copy of the invitation for information.

For inquiries and/or clarification, kindly contact:

Bonn Marc Pecson
Yisrael Training Coordinator

Email: or

Mobile No.: 0999-889-5387 Q;J
Landline: (02) 956-2025 *
Facebook Page: (}‘:ﬂ (
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To: Assistant Schools Division Superintendent |
Chief Education Supervisors ;
Public Elementary and Secondary School Heads RELEASE@
All Others Concerned BY: _ $

For information and guidance. Attention is invited to the paragraphs 2 and 3 of the Advisory No. 128, s.
2024. Participation of public and private schools is on voluntary basis, however, is subject to the no disruption
of classes as stipulated in DepEd Order No. 9, s. 2005 (Time-on-Task Policy).
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INVITATION TO ATTEND ONLINE TRAINING FOR BREACH RESPONSE AND
CYBER SECURITY

The Yisrael Solutions and Training Center, Inc. is offering a online workshop
for the Breach Response and Cyber Security on November 13-15, 2024 and
December 18-20, 2024,

Personnel who have access to private data and information of persons of the
School’s Division Offices and public and private elementary and secondary
schools are invited to participate on a voluntary basis.

Participation of public and private schools shall be subject to the no-
disruption-of-classes policy stipulated in DepEd Order No. 9, s. 2005 entitled
Instituting Measures to Increase Engaged Time-on-Task and Ensuring
Compliance Therewith,

Attached is a copy of the invitation for information.
For inquiries and/or clarification, kindly contact:
Bonn Marc Pecson

Yisrael Training Coordinator

Email: or
Mobile No.: 0999-880-5387

Landline: (02) 956-2025 d\,.a/\, ¢
Facebook Page: ../\
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Invitation Letter for the Breach Response & Cyber Security { NOV 1 20?;4

From bonn pecson <bonn®@yisraelsolutions.com>
Date Fri 11/8/2024 6:12 PM By (o TIME:

To  DEPED | ILOCOS REGION <region1@deped.gov.ph>

i 4 attachments (981 KB)
NPC-Circular-16-03-Cyber.pdf; Confirmation-Form-Cyber.doc; Cyber.pdf; RA_101 75-Cybercrime_Prevention_Act_of_2012.pdf;

TOLENTING G. AQUING

Director Il

Department of Education-Regional Office 1
11/8/2024

Dear Sir/Mam,

We are pleased to invite you to attend the training for the Breach Response & Cyber Security from Session 1 to
Session 3 on November 13 - 15 / December 18 - 20, 2024 via Zoom Conference.

Attached herewith is the Invitation Letter and the Confirmation Form. Kindly fill up the confirmation form, then send it
back to us through this email: yisrael.solutions@gmail.com or bonn@yisraelsolutions.com for reservation,

PROMO ALERT! PROMO ALERT!. Please see attached file for your reference.

For inquiries and other concerns, you can reach us at mobile no 0999 889 5387 or email us
at yisrael.solutions@gmail.com or bonn@yisraelsolutions.com.

Thank you and God Bless.

Bonn Marc Pecson

Yisrael Training Coordinator

Tel: (02) 616-3086/0999 889 5387

Fax: (02) 956-2025

Facebook Page: https://www.facebook.com/Yiscon/

This e-mail is confidential and intended solely for the use of the

individual to whom it is addressed. If you are not the intended recipient,
please notify YISRAEL SOLUTIONS & CONSULTING INC. immediately and be advised that you have received this mail

in error and that any use, -
dissemination, forwarding, printing or copying of this email is strictly

prohibited.
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ATTENTION TQ: Bonn Marc Pecson

Confirmation Date;

MESSAGE; Please fill-out the form below (readable and correct name spellingof participants)and faxto
Yiad Training Secretariat at {02) 956-225;0r email to: yisrael. solutions@gmail.com

CONFIRMATION FORM
{Breach Response and Cyber Security

Workshap}
Please take note that Confirmation/Reservation is on First Come First Serve Basis)
Name of Company:
Address: Py
(For LBC) Region:
Typeof Organization:
Contact Person: Tel.No. MabileNo. Fax No,
Participants Details:
First Narne Middle L i
Initial astName Gender Maobile No Position
EmailAddress:
Please reserve mefus on this werkshop schedule: AMOUNT
SCHEDULE Time No. of Slot Total Amount PROMO
Reserve (Php 6,500 per pax for 3-days)
PAYMENT METHOD Pls deposit your payment to our Landbank Account
Al payments shall be made in Philippine Pesos. E&NOT!;EJ::;?’“SMEL SOLUTIONS AND TRAINING
a gﬁmk CENTER INC
n Check payment Account Number: 1641-1087-11
Please make check payable lo: Pasig-C. Raymundo Ave. Branch
YISRAEL SOLUTIONS AND TRAINING CENTER INC.
REGISTRATION POLICY: OR SEND YOUR PAYMENT THRU QUR GCASH ACCOUNT:
GUARANTEED SEATS 09175121230

Please fill up the confirmation form o guarantee your slots. Those who
confirmed will be given “prionity stalus” contingant upon availability of seats.
CANCELLATION POLICY

NC cancellation will be made upen confirmalion; however, substilutes are
allowed only when there is a written nolice to the Yisrael Solutions and
Training Center inc. at least five {5} working days prior to the seminar.
Please take note that there is a LATE-CANCELLATION and NON-
ATTENDANCE CHARGE of Php 750.00iday per participant to cover
{raining costs.

Marissa Pecson
(Please email paymant to us thru
yisraelsolutions@gmail.com)

Requested by:

Signature aver printed Name

PRIVACY NOTICE:
“We from Yisrael Solutions and Consutting (YISCON), Inc. will make sure that all of the personal informatiens you have provided
will be secured and remain confidential as much as possible. We collect informations with your proper consent and that necessary
personal in infermation with the intent to fulfil the purpose in transacting with us.”




Attacks.

Below are the online workshop class programs/modules:

MODULE TOPIC OBJECTIVES
q INTRODUCTION TO CYBER SEGURITY Know the: state-of-the art information about Cyber
Securily, it is importance, good practices and
benefits to the organtzation.

Parficlhanis can have a view on different phases
of security thraats: Sysiem Hacking, Malware

2 -KNOWING THE ATTACK VECTORS (PART ) Threat, Sniffing, Social Engineering, DDOS Attack
and How can they respond to tham.

Cantinuation of dlscussion on phases of security
3 KNOWING THE ATTACK VECTORS (PART I} | threats: Hacking web servers, SQL Injection,
Hacking Wireless Networks and Mobile Piatforms.

a BREAGH AND LIVE-ATTACK SIMULATION | Breach simulation briefing and simulation of
afiack.

5 KNOWING ATTACK VECTORS
PART Il

6 HANDS ON PART

TENTATIVE SCHEDULES:
November 13 - 15, 2024 December 18 - 20, 2024

Via Zoom App,

FROMO!
EGISTRATION FEE;

(~2Pariiclpants

6,500.00 per parficipant for three (3) days. (Non-VAT)

% & more Parficipants

6,000.00 pe parficipants fordhree (3) days. (Norm=-VAT)

Edyisrael.sofutions@gmail.com
={02) 816-3086 {02} 956-2025-talefax




| YISRAEL SOLUTIONS AMD TRAINING CENTER, INC.

Kindly fill up the attached Confirmation Form which requires a list of your participants and fax to
(02) 956-2025 or email at yisrael.solutions@qgmail.com for your workshop schedule. Please
deposit the payment

and email the depasit siip then a meeting ID and a password will be sent to your email. Payment
should be mada on the account of YISRAEL SOLUTIONS AND TRAINING CENTER INC or you
may send your payment thru GCash: 09175127230 — Marissa Pecson.

We also conduct an in-house workshop wherein a central office can organize its regions to attend
to on an online workshop. If you are Interested, please inform us at the contact numbers stated

below.

For inquiries and/or clarification, please contact us by emall at (attention to Bonn Marc Pecson);
or thu text at mobile number 0908-1094-962(Smart)/ 0917-1157-990(Globe); landiine (02)
6163086; telefax at (02) 956-2025.

Our team, though working from our own hotmes, would like to remind you to sanitize your gadgets,
aside from washing hands frequently, as an added precautionary measure to prevent the spread
of the virus.

We hope to see you in*oqr online workshops!
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Hyisraeksolutions@gmail.com
=(02) 616-3086 ‘R{02) 956-2025-telefax
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YISRAEL SOLUTIONS AND TRAINING CENTER, INC,

SUBJECT: “INVITATION TO ATTEND TO AN ONLINE TRAINING FOR BREACH RESPONSE
AND CYBER SECURITY”

Dear Sir/Madam,

Greetings!

Yisrael Solutions and Training Center Inc is committed for the welfare of the couniry and the
people. In line with the recent pandemic or the amid spread of COVID 19, the conduct of fraining
classes or seminar/workshops all over the country had been temporarily postponed Indefinitely
untit further notice to ensure the security, health and safety of our countrymen. However, we have
decided to continue our operations with virtual classrooms and remota work through the use of

digital communication technology.

As an alternative option for face-to-face, we would iike to offer you our online workshop, the oniine
equivalent of being in a tralning room and learning together as a group thraugh collaborative
activities which wifl be conducted aver the internet,

Cyber security awareness training Is essential to reduce the risk that employees exposed and tricked
by sophisticated phishing or social engineering methods into serving unknowingly as entry points or
worst, breach incidents that can affect organization informatlion and data systems. This training could
also help the companyfagency fo respond in a securily breach and comply with the necessary
notification requirements under the Philippine Data Privacy Act.

The primary objective of the securlty awareness program is to educate users on their responsibility to
help protect the confidentiality, avallability and integrity of thelr organization's Information and
information assets. The participants will be able know the state-of-the art information abaut Cyber
Security, It's Importance, good practices and benefits to the organization. Participants can have a view
on different phases of security threats: System Hacking, Malwara Threat, Sniffing, Scoial Engineering,
DDOS Attack and How can they respond to them.

During the training, the speakers will also confer on Breach simulation briefing and simulation of attack
and a Breach

Notification Requirements of RA 101 73, a deep discussion on breach nofification requirements under
the DPA and Circular 16-03 and additional information on RA 10175 "Cybercrime Act”

Participants will take their tims o report the results of their investigetion on the glven breach simulation,
both {echnical and compliance report that is why we encourage you to form or create a Breach
Response team (minimum number or three {3)

or more participants) to be headed by the Data Protection Officer {DPO) to attend and participate on
the “Breach Response Team Report.

While we are staying at home to help controlling the spread of COVID 19, we are inviting you to
aftend in our online workshop classes for Breach Response and Cyber Security Threat and

Eyisrael.solutions@gmail.com
(02) 616-3086  W{02) 956-2025-telefax




